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1	Decision/action requested
This contribution propose an interim agreement for the key issue #8.3: Security on UEs' access to slices
2	References
N/A
3	Rationale
The following description has been included in clause 5.15.5.4 Slice Privacy Considerations of TS-23.501:
In order to support network-controlled privacy of slice information for the slices the UE accesses, when the UE is aware or configured that privacy considerations apply to NSSAI:
-	The UE shall not include NSSAI in NAS signalling unless the UE has a NAS security context.
-	The UE shall not include NSSAI in unprotected RRC signalling.

The answer for this question has also been addressed by the interim agreements of “E.7.8.1 Privacy of slice identifier” in the TR33.899. The question is:
“Does the NSSAI need to be confidentiality protected?”
The answer is:
“The NSSAI shall be confidentiality protected whenever NAS security context is available (as far as regulation allows).”
Based on these existed conclusions, we propose an answer for the interim agreement question: “E.8.3.2 Security on UEs’ access to slices”
4	Detailed proposal
It is proposed to introduce the following changes to the TR 33.899.
* * * Start of changes * * * *
E.8.3.2 	Security on UEs’ access to slices
E.8.3.2.1 	Description of Question
This question addresses whether the 5G system should support a mechanism to protect the confidentiality and/or integrity of network slice selection assistance information before NAS security available. 
E.8.3.2.2 	Interim Agreement
TBD The 5G system will not support a dedicated security mechanism for protecting the confidentiality and/or integrity of network slice selection assistance information (NSSAI). In cases where privacy protection is required, a UE shall not send NSSAI before NAS security context is available.

* * * End of Changes * * * 


